**合肥学院网站安全自查表**

|  |  |  |  |
| --- | --- | --- | --- |
| 责任单位 | 处（学院） | | |
| 网站中文名 | 如：合肥学院招生网 | | |
| 网站域名 | **如：http://www.hfuu.edu.cn/zs** | | |
| 网站负责人① |  | 办公电话 |  |
| Email地址 | @hfuu.edu.cn | 手机 |  |
| 网站信息员 |  | 办公电话 |  |
| Email地址 | @hfuu.edu.cn | 手机 |  |
| **网站安全自查** | | | |
| 1网站无暗链和不必要外链，页面中的链接均可正常打开 | | | □符合 □不符合 |
| 2 网站定期更新，内容无涉密、师生敏感信息，符合保密性要求 | | | □符合 □不符合 |
| 3网站发布内容遵循拟稿-审核-发布多级管理要求 | | | □符合 □不符合 |
| 4网站目录中是否有无不相关文件，过期的数据和文件，是否删除 | | | □符合 □不符合 |
| **不在网站群的网站请额外填写以下项目：（技术部分请向开发人员咨询）** | | | |
| 网站安全员② |  | 办公电话 |  |
| Email地址 | @hfuu.edu.cn | 手机 |  |
| 1 网站服务器物理位置③ | | 楼 室 | |
| 2网站服务器操作系统类型及版本号④ | |  | |
| 3 WWW服务软件类型及版本号⑤ | |  | |
| 4 网站使用的中间件软件类型及版本号⑥ | |  | |
| 5 网站使用的数据库类型及版本号号⑦ | |  | |
| 6 服务器关闭不必要的服务和端口 | | □符合 □不符合 | |
| 7服务器定期查杀木马和病毒 | | □符合 □不符合 | |
| 8 服务器和网站后台帐号和口令由专人保管使用 | | □符合 □不符合 | |
| 部门主管领导（盖章）：  填表人：  日期： 年 月 日 | | | |

填表说明见后页

**网站安全自查表填写说明：**

本表在网站建设完毕后填报信息办。网站正常上线运行后每学期填报一次，请在开学后三周内填好表格，由部门主管领导签字盖章后交到信息中心。逾期未交的网站视为自动终止服务。

① 网站负责人由校二级部门（学院）分管领导担任。

② 网站安全员由具备计算机安全操作能力的在职教职员工，或具备公安部认证的信息安全服务资质的第三方安全公司担任。

③ 网站服务器所在的具体物理位置，如35号楼中心机房

④ 网站服务器的操作系统类型及版本，例如Windows2008、CentOS6.5等

⑤ WWW服务软件类型及版本，例如 IIS7、Apache2.2.15、Nginx1.4.2等

⑥ 如果采用了中间件软件，选填类型及版本，例如 WebLogic 9.2、WebSpherer7.0 等

⑦ 如果使用了数据库软件，选填类型及版本，例如MS-SQL2008，MySQL5.0等

④－⑦ 的具体内容请向网站开发人员咨询。